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Prace s vyzkumnymi daty vyzaduje odpovédny pristup k celému jejich zivotnimu cyklu — od vzniku,
pres zpracovani a analyzu, jejich archivaci, pripadné sdileni a opakované vyuziti. Zakladni eticka

pravidla prace s vyzkumnymi daty se vztahuji k divéryhodnosti, transparentnosti, odpovédnosti,
dlouhodobé udrzitelnosti a v neposledni radé k ochrané zajmu ucéastniki vyzkumu. Nize uvedené
etické aspekty navazuji na FAIR principy (Findable, Accessible, Interoperable, Reusable) nakladani
s vyzkumnymi daty a doplnuji je o nékteré zasady védecké integrity a otevrené vedy s cilem umoz-
nit jejich dlouhodobé vyuziti a budouci prinos.

1. Duvéryhodnost

Dlvéryhodnost je vlastnost a zaroven hodnota. Byt dlivéryhodny znamena ziskat a udrzet si davéru druhych na
zakladé odbornosti, transparentnosti a konzistentniho jednani. Je to hodnota, ktera se vztahuje nejen na jednotliv-
ce, organizace, instituce a vlady, ale také na data, informace, diikazy a systémy. Budovani divéry ve vyzkum a védu,
vyzkumné instituce a védce je zaloZeno na sbéru, zpracovani a prezentaci pravdivych dat a vysledk( vyzkumu, to
znamena bez falSovani a zkreslovani (fabrikace a falsifikace), Ucelového zatajovani a plagiatorstvi. Divéryhodnost
je navic prakticka odpovédnost za spravu dat a vysledk(l a projevuje se i schopnosti transparentné opravit chyby.

2. Transparentnost

Transparentnost znamena oteviené a srozumitelné zpfistupnéni informaci o tom, jak byla data ziskana, zpracovana
a jakymi metodami byly dosazeny vysledky. Lze ji dosahnout peclivou dokumentaci védecké prace s daty, na jejimz
zakladeé Ize postupy a vysledky pochopit, ovérit a pripadné zopakovat. Transparentnost se vztahuje i ke spravée
vyzkumnych dat, jejiz soucasti je i nastaveni pravidel pro jejich zpristupfiovani, ktera jasné vymezuiji, za jakych pod-
minek, v jakém rozsahu a pro jaké Gcely mohou byt data sdilena s ostatnimi. Takové nastaveni zajistuje rovné pod-
minky pro pfistup k datlim, podporuje ovéfitelnost vysledkd, reprodukovatelnost vyzkumu a zvysSuje dlvéru ve
védeckou i odbornou praci.

Vyzkumna data mohou byt chranéna pravy dusevniho vlastnictvi, a to i v pfipadé, ze se nejedna o tradicni védecké
publikace. Je proto nezbytné zachovavat prava a zasluhy jejich autor( a pfi sdileni nebo opétovném vyuzivani dat
jasné uvadét zdroje, coz prispiva k transparentnosti, vzajemné d(ivére a rozvoji oteviené védy.

3. Dodrzovadni platneé legislativy, instituciondlnich
pravidel a oboroveé specifickych doporuceni

Zakladnim predpokladem pro odpoveédné nakladani s daty a informacemi je znalost a dodrzovani pravnich predpi-
su (napf. GDPR, zakon o kybernetické bezpecénosti, autorsky zakon, apod.), institucionalnich pravidel (napf. politik
pro spravu vyzkumnych dat) a odbornych a etickych standardd platnych v daném védeckém oboru a dané dobé
(napf. doporuéeni odbornych tuzemskych i mezinarodnich spole¢nosti, mezinarodnich organizaci jako je UNESCO
WMA, atd.). Dohromady urcuji rdmec, ve kterém je mozné data ziskdvat, zpracovavat, zverejnovat a pfipadné sdilet
tak, aby byla zachovana pravni jistota a védecka integrita.

4. Identifikace a posouzeni moznych rizik

Identifikace a posouzeni moznych rizik pri praci s vyzkumnymi daty slouzi k zajisténi bezpecnosti a odpovédnosti
ve védecké ¢innosti. Rizika mohou mit riznou povahu — od poruseni divérnosti osobnich citlivych dat, pres zneu-
ziti citlivych technickych informaci, az po neumysiné zverejnéni dat s potencidlem negativniho dopadu na spolec-
nost, Zzivotni prostredi Ci narodni bezpec¢nost.
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Pred zahdjenim sbéru nebo sdileni dat v ramci vyzkumnych projekt( je proto vhodné provést systematické posou-
zeni rizik. Soucasti tohoto procesu by mélo byt v pripadé vyzkumu na lidskych subjektech zapojeni etické komise
pfipadné povérence pro ochranu osobnich Udaji dané instituce, v jinych oblastech vyzkumu je vhodné zvazit kon-
zultace s odborniky na pravni ochranu dat a pripadné s odborniky v oblasti ochrany Zivotniho prostfedi apod.
Opatreni prijata k minimalizaci rizik by méla byt transparentné zdokumentovana.

Jako pfiklad Ize uvést osobni d{ivérna data, u kterych jejich zvefejnéni nebo unik identity mize u jedincl nebo
skupin vést k jejich diskriminaci, stigmatizaci ¢i kategorizaci. Dodate¢na ochrana k zajisténi zajmu a blaha je ve
vyzkumu poskytovana zranitelnym skupindm (populacim). Ty zahrnuiji jedince, u kterych existuje vyssi pravdépo-
dobnost odepreni nékterych opravnénych narok, napfiklad na télesnou integritu, autonomii, svobodu, socialni
zabezpeceni, nestranny pfistup nebo zac¢lenéni do spole¢nosti (napf. pediatrickd populace, mensinova populace
apod.). Shromazdovani, zpracovavani a pfipadnému sdileni dat i¢astnik(l vyzkumu ze zranitelné populace, musi
prfedchazet posouzeni rizika a dopadu na zranitelnou populaci.

Odpovédné nakladani s vyzkumnymi daty zahrnuje jejich zabezpeceni proti ztraté, neopravnénym pfistuplim, Gpra-
vam nebo zneuziti. Tyka se predevsim spravného nastaveni organizacnich, technickych a fyzickych opatreni

lllll

ukladani dat na zabezpecenych ulozistich. Zvlastni pozornost si zaslouzi ochrana osobnich citlivych dat z dGvodu
zachovani soukromi Ucéastnikl vyzkumu a minimalizaci rizik souvisejicich s jejich zneuzitim. Bezpec¢nostni stan-
dardy by mély byt k minimalizaci rizik uplatfovany i u jinych typu citlivych a vyzkumnych dat obecné.

6. Ochrana soukromi

Soukromi je zakladni hodnotou a pravem. Zasahuje do vSech aspektu Zivota jednotlivce: socidlniho, kulturniho,
nabozenského, politického, fyzického a informacéniho. Jeho ochrana také podporuje dalsi zakladni lidské hodnoty
a lidska prava. Opatfeni k ochrané soukromi by méla byt imérna rizikm, ale i prospéchu plynoucimu z vyuziti
osobnich dat.

Informace, Udaje a data o u¢astnicich vyzkumu je mozné k vyzkumnym uéellim sbirat vyhradné se svobodnym

(= dobrovolnym) a informovanym souhlasem Gc¢astnika vyzkumu nebo jeho zakonného zastupce. Ten by mél byt
informovan o zplsobu a Ucelu vyuziti dat, véetné toho, kdo bude mit k datim pfistup, jak bude zajisténa jejich
ochrana, jak dlouho budou archivovana a jaka vyplyvaji z jejich uchovavani, zpracovani a pfipadné sdileni rizika,

a zaroven i o svych pravech vzhledem k datim. Data by méla byt vyuzivana striktné v souladu se souhlasem a tak,
jak jejich pouziti a sdileni schvalila eticka komise prislusné instituce. Mezi opatreni ur¢ena k ochrané soukromi
patfi napf. kontrolovany pfistup, pseudonymizace, anonymizace dat a dalsi techniky. Dillezitym opatfenim je i uza-
virani smluv (smlouva o poskytnuti dat, z angl. data transfer agreement, DTA) mezi jednotlivci a/nebo organizace-
mi, které jednoznacné slouzi k vymezeni moznosti nakladani s daty.

Udrzitelnost v oblasti vyzkumnych dat znamena zachovani jejich hodnoty a vyuzitelnosti v dlouhodobém horizontu.
Nejde pouze o samotné ulozeni dat, ale také o jejich peclivou dokumentaci a archivaci, tak aby byla srozumitelna

a znovu vyuzitelnd i pro budouci generace vyzkumnikd. K tomu je nutnd jasné definovana instituciondlni a finanéni
odpovédnost, ktera zajisti kontinuitu jejich uchovani i po skonceni jednotlivych projektd. Soucasti udrzitelnosti je
rovnéz podpora spoluprace a sdileni dat v souladu s principy FAIR a otevrenou védou, coz zvySuje jejich transpa-
rentnost, ovéritelnost a reprodukovatelnost. Planovani spravy dat by proto mélo zacinat jiz pfi navrhu vyzkumu

a zahrnovat bezpecné ulozeni, dlouhodobou archivaci i mechanismy pro jejich budouci zpristupnéni. Takto pojata
udrzitelnost pfispiva nejen k dlouhodobé hodnoté védeckych poznatki, ale i k dlivére spoleénosti ve védu.
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